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System Requirements

1. The Java Development Kit (version 1.5 or higher).
2. Apache Ant (see http://ant.apache.org/ for the latest release).
3. Tomcat Application server (version 5.5 or higher). Although has not been tested, the system should be able to perform equally well on other application servers, such as JBoss, with minimal configuration changes.

4. MySQL 5.0 Database Server.
5. The latest MySQL Connector/J driver (see http://dev.mysql.com/downloads/connector/j/ for the latest release).

Source Structure

	build.properties.sample
	A template file that contains all build properties with corresponding sample values

	build.xml
	Ant build file

	build
	Auto-generated folder that contains BioPortal as it is deployed under an application server

	classic_to_core_migration
	The folder containing source code, database scripts, and instructions on migrating existing data from BioPortal 1.0

	db
	The folder containing all relevant database scripts and dumps

	dist
	The folder containing the generated BioPortal Web Application Archive (WAR) file

	src
	BioPortal source code

	tmpl
	The folder containing templates used for generating runtime configuration files and message repository

	WebRoot
	The web application root folder

	WebRoot/WEB-INF/conf/generated
	The folder containing runtime configuration files, auto-generated using the templates in “tmpl” folder

	WebRoot/WEB-INF/lib
	The folder containing dependent libraries

	WebRoot/WEB-INF/resources
	The folder containing resource files, such as stylesheets. Currently, it also houses the auto-generated LexGrid runtime configuration file (config.props) due to a specific LexGrid folder structure requirement


To get the source code from Subversion and successfully use the Ant build file, you must issue the following command:

svn checkout https://bmir-gforge.stanford.edu/svn/bioportal_core
Installation and Configuration
1. Install the Java Development Kit (version 1.5 or higher). Make sure to set the JAVA_HOME environment variable to the installation directory of your JDK.
2. Install Apache Ant. See Apache's web site to download Ant.
3. Install Tomcat application server.  Alternatively, install and configure your own preferred application server.
4. Copy the MySQL Connector/J driver to <your Tomcat installation dir>/common/lib folder.  Alternatively, ensure that the Connector/J driver is located in your application server’s CLASSPATH environment.
5. Install and configure MySQL 5 database.  

A. Create three separate databases:

· bioportal – used for storing ontology metadata, version information, and user data.
· bioportal_lexgrid – used for storing LexGrid database backend.
· bioportal_protege – used for storing Protégé database backend.
The database names are arbitrary, provided they are correctly reference in the build.properties file.

B. Run the following SQL script: <project root>/db/sql/bioportal_db.sql

C. Run the following SQL script: <project root>/db/sql/bioportal_lookup_data.sql

Ignore the other database scripts. Their artifacts are contained in bioportal_db.sql.
D. Create three dedicated database users, one for each database above:

· bioportal_user – used for accessing bioportal database. Grant this user SELECT/CREATE/INSERT/UPDATE/DELETE rights to bioportal database.
· bioportal_lexgrid_user – used for accessing bioportal_lexgrid database. Grant this user SELECT/CREATE/INSERT/UPDATE/DELETE rights to bioportal_lexgrid database.
· bioportal_protege_user – used for accessing bioportal_protege database. Grant this user SELECT/CREATE/INSERT/UPDATE/DELETE rights to bioportal_protege database.
Build and Deploy BioPortal REST Services
1. Rename “build.properties.sample” to “build.properties”. The “.sample” extension has been added so that each time the source code is downloaded, the build.properties file is not overwritten (which causes user defined settings to be lost).
2. Modify build.properties to reflect your environment settings. Below are the most commonly set properties:

	bioportal.environment
	An environment within which this installation is run. 

Possible values: [dev, prod].

Setting the value to “dev” will enable the use of local datasource, which is convenient for running JUnit tests and other development tasks.

Setting the value to “prod” will enable a container-based datasource, which will use connection pooling, maximum active connections,  and other configurable settings (see tmpl/context.xml.tmpl for complete list)

	bioportal.resource.path
	Location of resource files on the server, such as ontology files, lucene indices, and other filesystem artifacts required at runtime

	appserver.home
	The root directory of your application server

	obo.pull.scheduler.enabled
	A flag that enables/disables a scheduler job that pulls ontologies from OBO Sourceforge repository.
Possible values: [true/false].

	obo.pull.scheduler.cronexpression
	A cron expression that defines the time and frequency of the OBO Sourceforge scheduler runs (provided the obo.pull.scheduler.enabled property is set to “true”). Uses standard cron expressions (see http://quartz.sourceforge.net/javadoc/org/quartz/CronTrigger.html for examples)

	ontology.parse.scheduler.enabled
	A flag that enables/disables a scheduler job that parses ontologies to enable searching/visualization.

Possible values: [true/false].

	ontology.parse.scheduler.cronexpression
	A cron expression that defines the time and frequency of the ontology parse scheduler runs (provided the ontology.parse.scheduler.enabled property is set to “true”). Uses standard cron expressions (see http://quartz.sourceforge.net/javadoc/org/quartz/CronTrigger.html for examples)

	bioportal.smtp.server
	The SMTP server to be used by the application

	bioportal.datasource.name
	The name of the BioPortal datasource (used only if the bioportal.environment flag is set to “true”)

	bioportal.jdbc.url
	JDBC url of the “bioportal” database (see 5A above)

	bioportal.jdbc.username
	Username of the dedicated db user for accessing “bioportal” database (see 5D above)

	bioportal.jdbc.password
	Password of the dedicated db user for accessing “bioportal” database (see 5D above)

	bioportal.encryption.key
	Encryption key used for encrypting user passwords

	protege.jdbc.url
	JDBC url of the “bioportal_protege” database (see 5A above)

	protege.jdbc.username
	Username of the dedicated db user for accessing “bioportal_protege” database (see 5D above)

	protege.jdbc.password
	Password of the dedicated db user for accessing “bioportal_protege” database (see 5D above)

	lexgrid.db.url
	JDBC url of the “bioportal_lexgrid” database (see 5A above)

	lexgrid.db.user
	Username of the dedicated db user for accessing “bioportal_lexgrid” database (see 5D above)

	lexgrid.db.password
	Password of the dedicated db user for accessing “bioportal_lexgrid” database (see 5D above)

	lexgrid.email.to
	An email address for sending LexGrid errors. Only applicable if lexgrid.email.errors property is set to “true”


3. Execute the following ant commands to build and deploy BioPortal REST services:

a. ant clean

b. ant deploywar

Accessing BioPortal REST Services

1. Start application server.
2. Access BioPortal RESTful URLs. (See http://www.bioontology.org/wiki/images/7/71/BioPortal2.0_User_Guide_v2.doc for details).
